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In recent years Cyber-crime has increased by manifolds. Not only there is an increase in 
crime the modes and techniques and effect of the same has been diversified. The 
traditional regulatory mechanism is considerably lacking in tapping the nuances of cyber-
crime and its various types. Every day there are innovations, policy changes, and regulation 
mandates, but they all require critical analysis to perform best in their respective spheres. 
This book intends to cover the existing regulatory system’s working and suggest 
fundamental reformation of the systems including law, policy, and institutional structure 
pertaining to emerging Cyber Law and Cyber-crime areas. 
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8. Cyber Sovereignty 
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19. Online Gaming and Intellectual Property Rights 
20. Interface between Cyber Crime investigation software and IPR 
21. Any other topic of relevance 

 

GUIDELINES FOR PAPER SUBMISSION 
Times New Roman 12-point font with single spacing 

In-text citations are allowed (Kindly follow APA format) 

The manuscript must contain – Title, Abstract, Introduction, Main chapter analysis, Conclusion, and 

References. 

Originality and plagiarism – All submissions must be through a plagiarism check. Any plagiarised 

material would be outrightly rejected.  



Copyright – After acceptance authors are required to submit a copyright form. In the case of the 

Co-author, both authors are required to submit a copyright form. 
 

HOW TO SUBMIT –  

Please submit the Chapters at the given email ID –editor.cyberlaw@gmail.com 

 

Word Limit:   Abstract: (200-250 words), Chapter: 4000-8000 words. 

 

 Extended Last Date Submission: 30 September, 2022 
 

EDITORS –  

 Dr. S. K. Chaturvedi (Assistant Professor,  Department of Law, H.N.B. 

Garhwal Central  University, Campus- SRT, Tehri, Uttarakhand).  

Mob. 8765109702 

 

 Ms. Shradha Baranwal (Assistant Professor,  School of Law, UPES, 

Dehradun, Uttarakhand) 

mailto:–editor.cyberlaw@gmail.com

