CYBER CRIMES: ISSUES, POLICY, REGULATION, AND DEVELOPMENTS

In recent years Cyber-crime has increased by manifolds. Not only there is an increase in
crime the modes and techniques and effect of the same has been diversified. The
traditional regulatory mechanism is considerably lacking in tapping the nuances of cyber-
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